
Secure Dedicated Internet Access combines network monitoring and 
firewall protection with a private, high-speed connection to increase
security and productivity for companies of all sizes. 

Secure Dedicated Internet Access

Foundational connectivity technologies such as MPLS, Dedicated 
Business Internet and Ethernet can help businesses develop and execute 
an optimal transition plan to new operating models that leverage 
SD-WAN capabilities.

MPLS, Dedicated Business Internet & Ethernet –
Building Blocks for an Integrated WAN Solution



Challenge

Today, nearly 30% of all business is conducted online. The internet has allowed organiza-
tions to grow, reach new markets, and interact with target audiences in entirely new ways. 
Both internal and external communications use the internet to power voice, video, chat, 
and collaboration platforms. But what happens when your internet connection is slow, 
fails, or is breached? 

When a business’ internet fails, the damage can be catastrophic. The average cost of 
internet slowdown and downtime for a business is $5,600 per minute, a cost that many 
businesses never recover from. Internet slowdowns and downtime are often attributed to a 
shared internet connection, which businesses most often utilize. Shared connections allow 
many businesses and users to utilize the same internet connection, sharing the bandwidth 
between them. The bandwidth is split between any number of users accessing the connec-
tion at one time. As more users connect, the bandwidth is stretched between every user, 
which can create decreases in internet speed, latency, jitter, and packet loss. The degrada-
tion of the bandwidth negatively affects employee productivity, as the bandwidth no longer 
adequately supports the platforms that enable them to complete their tasks.  

Shared internet connections increase the risk of security breaches, including viruses, 
cyber-attacks, and more. A shared internet connection removes an additional layer of 
security. Anything that a business sends that is unencrypted can be monitored by individu-
als outside of the organization; anyone can see the network traffic, unless they have a 
team in place to establish additional security protocols, which can significantly increase 
cost.

The integral role of the internet in business today means that an internet failure impacts 
multiple aspects of a business, including employee productivity, customer satisfaction, 
sales conversions, and loss of data. It is critical that organizations proactively protect their 
internet connection and operations.  

The average cost of internet slowdown and downtime for
a business is $5,600 per minute, a cost that many
businesses never recover from.
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Challenge

Enterprises today seek to drive digital transformation enabled by software defined 
networking (SDN) technology, cloud-based delivery models and Internet of Things (IoT) 
devices; but getting there is complicated. There’s no one-size-fits-all solution, and every 
business has unique requirements, as well as legacy technology that presents specific 
challenges in terms of integrating new capabilities. A tailor-made solution strategy that 
leverages the particular strengths of each of these technologies can smooth the evolution 
to digital operations. As businesses look to leverage the benefits of cloud-based delivery 
and storage models, many are taking a hybrid approach, moving some applications and 
data to the Cloud, while keeping other resources on-premises. In these environments, 
integrating traditional network technologies with SD-WAN plays an essential role in sup-
porting the transition by providing security, low latency, reduced costs and streamlined 
management. These connectivity capabilities are similarly critical for supporting Internet 
of Things (IoT) initiatives that involve billions of physical devices continually collecting and 
sharing data globally. The challenge lies in selecting the right mix of connectivity capabili-
ties to optimize performance and cost efficiency. 

SD-WAN plays an essential role in supporting the 
transition by providing security, low latency & reduced 
costs.
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The Solution

Claro Enterprise Solutions’ (CES) Secure Dedicated Internet Access solution combines 
robust connectivity through Dedicated Internet Access (DIA) with 24/365 network
monitoring and firewall protection, so businesses experience reliable and secure
internet access without worry.  

DIA delivers a private connection, which is only used by a single organization. The private 
connection ensures no other users or devices can access the connection.
This guarantees their bandwidth, connection speed, and upload and download speeds.   
The reliable connection ensure that employee productivity is never impacted by internet 
failures and slowdowns.  

DIA connections add a layer of security by ensuring information stays private during 
information transfers. The included firewall adds on an additional layer of prevention. 
Using 24/365 network monitoring, Secure Dedicated Internet Access guarantees the 
perimeter  of the private connection network is monitored, significantly reducing the risk 
of a security breach, including viruses, cyber-attacks, and unwanted spam. Selecting a 
joint  connectivity and security solution is cost-effective and decreases the expense and 
work load of multiple vendor management.  

Secure Dedicated Internet Access solution combines robust 
connectivity through DIA with 24/365 network
monitoring so that businesses experience reliable and 
secure internet access without the worry.
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The Solution

By focusing on customer needs and delivering tailored solutions that align to business 
requirements, we provide a one-stop shopping option for integrated WAN solutions that 
leverages an optimal mix of technology features and benefits. MPLS, for example, is ideal 
for complex environments with demanding data transport requirements with end-to-end 
quality of service, security and privacy. Dedicated Business Internet, meanwhile, is more 
cost-efficient for last-mile access to Internet, while maintaining high levels of availability 
and bandwidth guarantees. Bundled with SD-WAN, Dedicated Business Internet can 
replace aging T1 lines. Carrier Ethernet, meanwhile, provides a good fit for point-to-point 
connectivity services.

Our SD-WAN connectivity offerings are configurable either by our teams or by the 
customer to deliver capabilities such as minimal network latency for real-time 
applications, as well as redundancy for business-critical applications, all with single 
pane-of-glass visibility

End-to-end quality of service,  security & privacy.“ ”
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Benefits

The Dedicated Internet Access portion of the Secure Dedicated Internet Access
solution offers: 

› Flexible low-, medium- and high-speed connectivity and customized solution options to 
   support a range of business needs  

› Extensive coverage and convenient bandwidth options to support business growth  

› Ease of implementation and rapid deployment of upgrades to respond to changing
   business needs 

› Dedicated and reliable connection with guaranteed bandwidth 

› Full duplex connection for more efficient internet experience 

› WiFi capabilities for mobile devices 

› SD-WAN: secure tunnels and improved application performance 

CES’s Secure Dedicated Internet Access offering is supported by Network Operations Center 
(NOC) staff with dedicated service managers 24x7x365.  

The Security portion of the Secure Dedicated Internet Access solution offers: 

› Managed 24/365 Network Traffic Monitoring 

› Firewall creates additional protection against virus attacks & spyware
  
› Increased privacy
 
› Premium Unified Threat Management (UTM) Licensing   

Other services include:

› Consultative support to tailor solution according to business needs
 
› Better customer experience during Service Delivery & Assurance 
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Benefits

All connectivity offerings are secure-by-design and supported by Network Operations 
Center (NOC) staff with dedicated service managers 24x7x365.

Specific benefits of our MPLS solution include:

› Cost-effective integration to converge and migrate from legacy facilities
   to IP.

›  Redundancy options for customizable levels of path protection.

›  Nationwide and international connectivity options with continuous,
    dedicated monitoring.

Our Dedicated Business Internet solution offers:

› Flexible low-, medium- and high-speed connectivity and customized
   solution options to support a range of business needs.

› Extensive coverage and convenient bandwidth options to support
   business growth.

› Ease of implementation and rapid deployment and upgrades to respond
   to changing business needs.

Ethernet features and benefits include:

›  Fast access to bandwidth options to support business growth.

› Easy connection to Cloud services, datacenters, enterprise headquarters
  and remote locations globally, with bandwidth options from 2Mb to
  10Gbps, with Class of Service (CoS) and performance assurance reporting.

› Access to major cities from a single service provider.


